Purley Baptist Church

Data Protection Policy

Adopted: May 2018



Purley Baptist Church is committed to protecting all information that we handle about people we
support and work with, and to respecting people’s rights around how their information is handled.
This policy explains our responsibilities and how we will meet them.
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Section A — What this policy is for

1.
1.1

1.2

2.1

2.2

2.3

Policy statement

Purley Baptist Church is committed to protecting personal data and respecting the rights of
our data subjects; the people whose personal data we collect and use. We value the
personal information entrusted to us and we respect that trust, by complying with all
relevant laws, and adopting good practice.

We process personal data to help us:
a) maintain our list of church members [and regular attenders];
b) provide pastoral support for members and others connected with our church;
c) provide services to the community including
d) safeguard children, young people and adults at risk;
e) recruit, support and manage staff and volunteers;
) maintain our accounts and records;
g)  promote our services;
h) maintain the security of property and premises;

i) respond effectively to enquirers and handle any complaints

This policy has been approved by the church’s Charity Trustees who are responsible for
ensuring that we comply with all our legal obligations. It sets out the legal rules that apply
whenever we obtain, store or use personal data.

Why this policy is important

We are committed to protecting personal data from being misused, getting into the wrong
hands as a result of poor security or being shared carelessly, or being inaccurate, as we are
aware that people can be upset or harmed if any of these things happen.

This policy sets out the measures we are committed to taking as an organisation and, what
each of us will do to ensure we comply with the relevant legislation.

In particular, we will make sure that all personal data is:
a) processed lawfully, fairly and in a transparent manner,

b) processed for specified, explicit and legitimate purposes and not in a manner
that is incompatible with those purposes;

c) adequate, relevant and limited to what is necessary for the purposes for which
it is being processed;

d) accurate and, where necessary, up to date;
e] not kept longer than necessary for the purposes for which it is being processed,;

f] processed in a secure manner, by using appropriate technical and organisational
means;
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3.

3.1

3.2

3.3

3.4

3.5

3.6

3.7

g) processed in keeping with the rights of data subjects regarding their personal
data.

How this policy applies to you and what you need to know

As an employee, trustee or volunteer processing personal information on behalf of the
church, you are required to comply with this policy. If you think that you have accidentally
breached the policy it is important that you contact our Data Protection Officer immediately
so that we can take swift action to try and limit the impact of the breach.

Anyone who breaches the Data Protection Policy may be subject to disciplinary action, and
where that individual has breached the policy intentionally, recklessly, or for personal
benefit they may also be liable to prosecution or to regulatory action.

As a leader/manager: You are required to make sure that any procedures that involve
personal data, that you are responsible for in your area, follow the rules set out in this Data
Protection Policy.

As a data subject of Purley Baptist Church: We will handle your personal information in line
with this policy.

As an appointed data processor/contractor: Companies who are appointed by us as a
data processor are required to comply with this policy under the contract with us. Any
breach of the policy will be taken seriously and could lead to us taking contract
enforcement action against the company, or terminating the contract. Data processors have
direct obligations under the GDPR, primarily to only process data on instructions from the
controller (us) and to implement appropriate technical and organisational measures to
ensure a level of security appropriate to the risk involved.

Our Data Protection Officer is responsible for advising Purley Baptist Church and its staff
and members about their legal obligations under data protection law, monitoring
compliance with data protection law, dealing with data security breaches and with the
development of this policy. Any questions about this policy or any concerns that the policy
has not been followed should be referred to them at office@purleybaptist.org.

Before you collect or handle any personal data as part of your work (paid or otherwise] for
Purley Baptist Church, it is important that you take the time to read this policy carefully and
understand what is required of you, as well as the organisation’s responsibilities when we
process data.

Our procedures will be in line with the requirements of this policy, but if you are unsure
about whether anything you plan to do, or are currently doing, might breach this policy you
must first speak to the Data Protection Officer.
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4,

4.1

4.2

Training and guidance

We wiill provide general training at least annually for all staff and volunteers (where required
by their role] to raise awareness of their obligations and our responsibilities, as well as to
outline the law.

We may also issue procedures, guidance or instructions from time to time.
Managers/leaders must set aside time for their team to look together at the implications for
their work.

Section B — Our data protection responsibilities

5.1

5.2

5.3

54

5.5

What personal information do we process?

In the course of our work, we may collect and process information [personal data) about
many different people (data subjects). This includes data we receive straight from the
person it is about, for example, where they complete forms or contact us. We may also
receive information about data subjects from other sources including, for example,
previous employers and referees.

We process personal data in both electronic and paper form and all this data is protected
under data protection law. The personal data we process can include information such as
names and contact details, education or employment details, medical details and visual
images of people.

In some cases, we hold types of information that are called “special categories” of data in
the GDPR. This personal data can only be processed under strict conditions.

‘Special categories’ of data (as referred to in the GDPR] includes information about a person'’s: racial
or ethnic origin; political opinions; religious or similar (e.g. philosophical] beliefs; trade union
membership; health (including physical and mental health, and the provision of health care services];
genetic data; biometric data; sexual life and sexual orientation.

We will not hold information relating to criminal proceedings or offences or allegations of
offences unless there is a clear lawful basis to process this data such as where it fulfils one
of the substantial public interest conditions in relation to the safeguarding of children and
of individuals at risk or one of the additional conditions relating to criminal convictions set
out in either Part 2 or Part 3 of Schedule 1 of the Data Protection Act 2018. This processing
will only ever be carried out on the advice of the Ministries Team of the Baptist Union of
Great Britain or our Regional Association Safeguarding contact person.

Other data may also be considered ‘sensitive’ such as bank details, but will not be subject
to the same legal protection as the types of data listed above.
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6.

6.1

6.2

6.3

6.4

Making sure processing is fair and lawful

Processing of personal data will only be fair and lawful when the purpose for the processing
meets a legal basis, as listed below, and when the processing is transparent. This means we
will provide people with an explanation of how and why we process their personal data at
the point we collect data from them, as well as when we collect data about them from
other sources.

How can we legally use personal data?

Processing of personal data is only lawful if at least one of these legal conditions, as listed
in Article 6 of the GDPR, is met:

a) the processing is necessary for a contract with the data subject;
b)  the processing is necessary for us to comply with a legal obligation;
c) the processing is necessary to protect someone’s life (this is called “vital interests”);

d)  the processing is necessary for us to perform a task in the public interest, and the
task has a clear basis in law;

e) the processing is necessary for legitimate interests pursued by Purley Baptist
Church or another organisation, unless these are overridden by the interests, rights
and freedoms of the data subject.

f) If none of the other legal conditions apply, the processing will only be lawful if the
data subject has given their clear consent.

How can we legally use ‘special categories’ of data?

Processing of ‘special categories’ of personal data is only lawful when, in addition to the
conditions above, one of the extra conditions, as listed in Article 9 of the GDPR, is met. These
conditions include where:

a) the processing is necessary for carrying out our obligations under employment
and social security and social protection law;

b)  the processing is necessary for safeguarding the vital interests (in emergency, life
or death situations) of an individual and the data subject is incapable of giving
consent;

c) the processing is carried out in the course of our legitimate activities and only
relates to our members or persons we are in regular contact with in connection
with our purposes;

d)  the processing is necessary for pursuing legal claims.

e) If none of the other legal conditions apply, the processing will only be lawful if the
data subject has given their explicit consent.

Before deciding which condition should be relied upon, we may refer to the original text
of the GDPR as well as any relevant guidance, and seek legal advice as required.
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What must we tell individuals before we use their data?

6.5  If personal datais collected directly from the individual, we will inform them |||

6.6

7.1

7.2

8.1

9.1
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